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Overview 

IxLoad is the industry’s most scalable solution for testing converged multiplay 
services and application delivery platforms. IxLoad emulates data, voice, and 
video subscribers and their associated protocols for ultra-high performance 
testing. Unique and advanced subscriber modeling capabilities create 
realistic scenarios to validate subscriber quality of experience (QoE). IxLoad 
supports such video, voice, and data protocols

i
 as: 

 Internet: HTTP, P2P, FTP, SMTP, POP3, DNS, and CIFS 

 Video: IGMP, RTSP, Adobe Flash Player™, Microsoft Silverlight™, 
Apple HLS, Adobe HDS, MPEG2, and H.264/AVC 

 Voice: SIP, MGCP, H.323, H.248, Cisco Skinny™, FAX over IP, and 
video conferencing 

 Storage: SMB1, SMB2, NFSv3, NFSv4, and iSCSI 

 Security: Published vulnerabilities, malware, and high-performance 
DDoS 

 VPN: IPsec VPN (IKEv1, IKEv2, ESP, AH) and SSL Anyconnect VPN 

 Wireless: 3GPP packet core protocols used by GGSNs 

 Infrastructure: DNS, DHCP, LDAP, and AAA 

 Encapsulation/Security: DHCP, IPsec, PPP/L2TP with integrated 
802.1x and NAC authentication 

                                                

i
 Some protocols are part of the advanced protocol bundle only. 

Features
i
 

 Flexible framework offering 
in-depth features for 
functional and performance 
testing 

 Emulates a complete 
multiplay user environment 
by running data, voice, and 
video services 
simultaneously 

 Models sequences of 
operations across multiple 
protocols to model multi-step 
subscriber operation  

 Real-world user behavior by 
employing “think” times, 
configurable responses, 
impairment, etc. 

 Virtual server and cloud 
testing through virtual test 
ports 

 Constructs ramp-up, ramp-
down user sessions – linear, 
step, and adaptive modes 

 Integrated automation  

 Wizards easily create 
complete tests and network 
topologies 

 Seeks test objective goals 
automatically, including 
concurrent connections, 
connection rate, simulated 
users, and throughput 

 Traffic mapping configures 
IP addresses and VLANs 
that will send and receive 
traffic to and from each other  

 Built-in impairment function 
with multiple impair profiles 
allows introduction of 
latency, jitter, and dropped 
packets, fragmentation, and 
upload/download bandwidth 
limit to be applied on 
transmission 

IxLoad
TM
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Features 

 General 

o Flexible framework offering in-depth features for functional and performance testing 

o Emulates a complete multiplay user environment by running data, voice, and video services 
simultaneously 

o Models sequences of operations across multiple protocols to model multi-step subscriber operation  

o Real-world user behavior by employing “think” times, configurable responses, impairment, etc. 

o Virtual server and cloud testing through virtual test ports 

o Constructs ramp-up, ramp-down user sessions – linear, step, and adaptive modes 

o Integrated automation  

o Wizards easily create complete tests and network topologies 

o Seeks test objective goals automatically, including concurrent connections, connection rate, simulated 
users, and throughput 

o Traffic mapping configures IP addresses and VLANs that will send and receive traffic to and from each 
other  

o Built-in impairment function with multiple impair profiles allows introduction of latency, jitter, and dropped 
packets, fragmentation, and upload/download bandwidth limit to be applied on transmission 

o IPv4 and IPv6 addressing 

o Uses link layer protocols, including PPPoE, IPsec, and DHCP 

o Layer 2/3 authentication mechanisms such as WebAuth, 802.1x and NAC 

o Real-world network configurations, including multiple sub-networks, unique MAC addresses, 802.1q, 
802.1p, and emulated router support 

 Troubleshooting and analysis 

o Extensive statistics and reports 

o Real-time packet captures with filtering and ladder diagrams analysis 

o Packet analyzer plays media packet payloads in a media player 

o Analyzes quality of experience (QoE) per subscriber by supporting video quality metrics (MDI, VQMon) 
and voice quality scores (MOS) 

o QoE detective – features per-subscriber, per-IP or per-VLAN statistics to measure application 
performance information across multiple services, in real-time 

o Network diagnostics of network-layer statistics in real-time for complete insight into test operation, 
allowing debugging and troubleshooting of complex network configurations 

o Per-test network failure thresholds, preventing minor mis-configurations or network issues from stopping a 
valuable test run  

o Integrated report generation 

 VoIP 

o SIP user agent, trunk and server emulation  

o H.323 endpoint and gateway emulation 

o MGCP media gateway and media gateway controller emulation 

o H.248 / Megaco media gateway and media gateway controller emulation 

o Skinny endpoint simulation 

o Multiple Audio CODEC supported  

o Real time Quality of Voice analysis using E-Model or PESQ 
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o Video conferencing support 

o Fax over IP – T.38 support 

o Create realistic and complex call flows 

 IPTV 

o Emulate broadcast TV and video on demand (VOD) subscriber traffic 

o Support for IGMP, MLD and multicast server source 

o VOD playback support with RTSP, RTP/UDP, UDP  

o High-performance video server with on-demand and multicast distribution 

o Synthetic and MPEG2, H.264/AVC based media streams 

o Upload reference video files to Ixia video server 

o Perform real-time video quality analysis performed on all streams to calculate perceptual MOS on 
hundreds of streams 

 Over The Top (OTT) Video  

o HTTP client emulation for progressive content download  

o RTSP streaming client and server to emulate playback of WMV, Quicktime and Real Media content 

o Adobe Flash™ Player emulation with RTMP and RTMPT 

o Silverlight® Player emulation with smooth streaming to support playback of on-demand and live content 

o Apple® HTTP Live Streaming (HLS) player emulation with support for static and dynamic playlist parsing 
for on-demand and Live 

 Storage  

o Comprehensive NAS/SAN protocol emulation, including SMB, NFS, iSCSI, and DCBx 

o Simulation of realistic enterprise workloads to assess the impact of storage performance on applications  

o Seamless validation of both virtual and physical infrastructures within a converged cloud data center  

 Application Replay 

o Replays stateful and stateless captures in order to simulate emerging and propriety Internet traffic at 
varying levels of performance  

 Wireless core 

o Supports 3GPP UMTS Gn interfaces 

IxLoad-VM 

IxLoad/VM is designed to work in virtualized environments using Ixia’s unique virtual chassis implementation. The 
IxVM virtual chassis is a software implementation of Ixia’s platform, allowing virtual machines (VMs) on blade 
servers to act as Ixia test ports. The virtual test ports can be used independently or in conjunction with chassis-
based ports. Software-based stream and protocol engines in the virtual chassis ports provide the same traffic 
generation and analysis as Ixia’s hardware-based product portfolio. 
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Supported Layer 7 Protocols 

 Protocol IPv4 IPv6 

Data HTTP (1.0/1.1) Yes Yes 

SSLv2, SSLv3, TLSv1, TLSv1.1, TLS 1.2 Yes Yes 

FTP Yes Yes 

TFTP Yes Yes 

SMTP Yes Yes 

POP3 Yes Yes 

IMAP Yes Yes 

RTSP, RTP/UDP, RTP/TCP Yes N/S 

Telnet Yes N/S 

SSH Yes N/S 

SMB1 Yes Yes 

SMB2 Yes Yes 

NFSv3 Yes Yes 

NFSv4 Yes Yes 

iSCSI Yes Yes 

DNS Yes Yes 

DHCP Yes N/A 

LDAP Yes N/S 

RADIUS Yes N/S 

Application Replay Yes TCP 

Stateless Peer Yes Yes 

Database Client Emulation Yes Yes 

Stream Blaster Yes Yes 

http://www.ixiacom.com/
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 Protocol IPv4 IPv6 

P2P BitTorrent Yes Yes 

eDonkey Yes Yes 

VoIP SIP Yes Yes 

MGCP Yes Yes 

H.323 Yes Yes 

H.248 Yes Yes 

Cisco SCCP (Skinny) Yes N/S 

Audio, Conversational Video, File Transfer (MSRP), Fax 
over IP (T.38) 

Yes Yes 

Video IGMPv2, IGMPv3 Yes N/A 

MLDv1, v2 N/A Yes 

VoD, RTP/UDP, UDP Yes Yes 

Adobe Flash Player Client Yes N/S 

Microsoft Silverlight Player Client Yes N/S 

Apple HLS Player Client Yes N/S 

Adobe HDS Client Yes N/S 

MPEG DASH Client Yes No 

Security Published Vulnerabilities and Malware Yes Yes 

Distributed Denial of Service (DDoSv2) Yes Yes 

IPsec VPN Yes Yes 

 N/S - not supported, N/A - not applicable 
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Supported Standards 

Network  RFC 826 - Ethernet Address Resolution Protocol 

 RFC 791 - Internet Protocol  

 RFC 2460 - Internet Protocol, Version 6 (IPv6) Specification  

 RFC 793 - Transmission Control Protocol  

 RFC 2581 - TCP Congestion Control  

 RFC 768 - User Datagram Protocol  

HTTP  RFC 1945 - Hypertext Transfer Protocol -- HTTP/1.0 

 RFC 2616 - Hypertext Transfer Protocol -- HTTP/1.1  

 RFC 2246 - The TLS Protocol Version 1.0  

FTP  RFC 959 - File Transfer Protocol  

SMTP  RFC 2821 - Simple Mail Transfer Protocol  

POP3  RFC 1939 - Post Office Protocol - Version 3  

IMAP  RFC 3501 - Internet Message Access Protocol - Version 4rev1  

CIFS  Dialect NT LM 0.12 

DHCP  RFC 2131 – Dynamic Host Configuration Protocol 

 RFC 3046 – DHCP Relay Agent Information Option 

Application Test  RFC 1945 - Hypertext Transfer Protocol -- HTTP/1.0 

 RFC 2616 - Hypertext Transfer Protocol -- HTTP/1.1  

 RFC 2246 - The TLS Protocol Version 1.0  

SIP  RFC 3261 - SIP: Session Initiation Protocol 

 RFC2327, SDP 

 RFC2976, The SIP INFO method 

 RFC3262, Reliability of Provisional Responses in Session Initiation protocol (SIP) 

 RFC3264, An Offer/Answer Model with the Session Description Protocol (SDP) 

 RFC3265, Session Initiation Protocol (SIP)-Specific Event Notification 

 RFC3311, The Session Initiation Protocol (SIP) UPDATE Method 

 RFC3515, The Session Initiation Protocol (SIP) Refer Method 

 RFC3428, Session Initiation Protocol (SIP) Extension for Instant Messaging 

 RFC3966, The tel URI for Telephone Numbers 

 RFC 2246, SSL/TLS (Transport Layer Security) Protocol 3310 

 RFC 3546, SSL/TLS (Transport Layer Security) Protocol. (RFC 2246) 

 RFC 4411, Extending the Session Initiation Protocol (SIP) Reason Header for 
Preemption Events 

 RFC 4412, Communications ‘Resource-Priority’ for the Session Initiation Protocol 
(SIP) 
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RTP  RFC3550, RTP : A Transport Protocol for Real-Time Applications 

 RFC3551, RTP Profile for Audio and Video Conferences with Minimal Control 

 RFC2833, RTP Payload for DTMF Digits, Telephony Tones and Telephony 
Signals 

 RFC3389, Real-time Transport Protocol (RTP) Payload for Comfort Noise (CN) 

 RFC3711, Secure Real-time Transport Protocol (SRTP) 

AUDIO CODEC  G.711, G.723, G.726, AMR-NB, AMR-WB, iLBC, AAC-LD, Custom Codec 

VIDEO CODEC  MPEG2, MPEG4, H.264 AVC, H.264 SVC, H.263, H.263+ 

MGCP  RFC 3435 - Media Gateway Control Protocol (MGCP) Version 1.0  

 RFC3660 – Basic Media Gateway Control Protocol (MGCP) 

H.248  H.248 profiles: ETS_ARGW, ETSI_GateControl, ETSI_BGF, ETSI_TGW, MSF 
TGW, MSFR3TGW, MSF_BGF, MSFUKAG 

H.323  H.323 

 H.255 

 H.245 

 Q.931 

FAX  T.38 

Video  RFC 2326 - Real Time Streaming Protocol (RTSP) 

 RFC 3550 - RTP: A Transport Protocol for Real-Time Applications 

 RFC 3376 - Internet Group Management Protocol, Version 3  

 RFC 4445 - A Proposed Media Delivery Index (MDI)  

 RFC 2250 - RTP Payload Format for MPEG1/MPEG2 Video  

 RFC 2327 - SDP: Session Description Protocol  

Wireless  3GPP TS 29060 R7 GPRS Tunneling Protocol (GTP) 

Telnet  RFC 854 - Basic Telnet protocol specification  

 RFC 855 - Telnet option specifications  

 RFC 856 - Telnet binary transmission  

 RFC 857 - Echo option  

 RFC 858 - Suppress Go Ahead option  

 RFC 859 - Status option  

 RFC 860 - Timing Mark option  

 RFC 1091 - Terminal Type option  

 RFC 1073 - Window Size option  

 RFC 1079 - Terminal Speed option  

 RFC 1372 - Remote Flow Control option  

 RFC 1184 – Line mode option  

 RFC 1408 - Environment Variables option  
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SSH  RFC 4250 - The Secure Shell (SSH) Protocol Assigned Numbers 

 RFC 4251 - The Secure Shell (SSH) Protocol Architecture 

 RFC 4252 – The Secure Shell (SSH) Authentication Protocol 

 RFC 4254 – The Secure Shell (SSH) Connection Protocol 

DNS  RFC 1034 - Domain names - concepts and facilities  

 RFC 1035 - Domain names - implementation and specification  

DHCP  RFC 951 - Bootstrap Protocol (BOOTP)  

 RFC 1534 - Interoperation Between DHCP and BOOTP  

 RFC 1542 - Clarifications and Extensions for the Bootstrap Protocol  

 RFC 2131 - Dynamic Host Configuration Protocol  

 RFC 2132 - DHCP Options and BOOTP Vendor Extensions (partial) 

 RFC 3046 - DHCP Relay Agent Information Option  

 RFC 3396 - Encoding Long Options in the Dynamic Host Configuration Protocol 
(DHCPv4)  

RADIUS  RFC 2865 – Remote Authentication Dial In User Service 

IPsec  RFC2394, IP Compression (DEFLATE algorithm) 

 RFC 2401, Security Architecture for the Internet Protocol 

 RFC 2402, IP Authentication Header 

 RFC 2406, IP Encapsulating Security Payload (ESP) 

 RFC 2407, The Internet IP Security Domain of Interpretation for ISAKMP 

 RFC 2408, Internet Security Association and Key Management Protocol 
(ISAKMP) 

 RFC 2409, The Internet Key Exchange (IKE) 

 RFC3566, The AES-XCBC-MAC-96 Algorithm and Its Use With IPsec 

 RFC 3715, IPsec-Network Address Translation (NAT) Compatibility 
Requirements 

 RFC 3748, Extensible Authentication Protocol (EAP) 

 RFC 3947, Negotiation of NAT-Traversal in the IKE 

 RFC 3948, UDP Encapsulation of IPsec ESP Packets  

 RFC 4306, Internet Key Exchange (IKEv2) Protocol  

 RFC 4718, IKEv2 Clarifications and Implementation Guidelines 

PPP/L2TP  RFC 2131 Dynamic Host Configuration Protocol 

 RFC 1534 Interoperation Between DHCP and BOOTP 

 RFC 2132 DHCP Options and BOOTP Vendor Extensions 

 RFC 3046 DHCP Relay Agent Information Option 

 RFC 3315 Dynamic Host Configuration Protocol for IPv6 (DHCPv6). 

 RFC 3319 Dynamic Host Configuration Protocol (DHCPv6) Options for Session 
Initiation Protocol (SIP) Servers 

 RFC 3633 IPv6 Prefix Options for DHCP version 6 

 RFC 3646 DNS Configuration options for Dynamic Host Configuration Protocol 
for IPv6 (DHCPv6) 

 RFC 3736 Stateless Dynamic (DHCP) Service for IPv6 

 RFC 3193 Securing L2TP using IPsec 

http://www.ixiacom.com/


 

 

DATA SHEET 

26601 Agoura Road    |    Calabasas, CA 91302   USA    |    Tel + 1-818-871-1800    |   www.ixiacom.com 
Document No.: 915-1710-01 Rev N June 2014 - Page 9 

Product Bundles 

Chassis IxLoad Bundles 

925-3355 

IxLoad Multi Play-2012, Software Bundle, Layer 4-7 Performance Test Application; Data-Video-Voice-Security 
package includes: Data: 925-3052 HTTP, FTP 925-3103 MAIL, 925-3112 SSH, 925-3113 RADIUS, 925-3138 
TFTP, 925-3142 App-Replay, 925-3153 Stateless-Peer, 925-3053 DHCP, DNS, LDAP, Telnet, Video: 925-3104 
STREAM, 925-3192 Video & QoVideo up to 10Gbps, 925-3111 Advanced Video Codec, 925-3156 Flash Client, 
925-3161 Apple HLS Client, 925-3162 MS Silverlight Client, 925-3179 Adobe HDS Client, 925-3193 TCP OTT 
QoVideo up to 10Gbps, Voice: 925-3106 - Bulk SIP & Mgcp, 925-3502 - Advanced SIP, 925-3504 - H.323, 925-
3511 - RTP Audio & QoVoice up to 10Gbps, 925-3521 - Audio Codecs, 925-3526 - Video Codec & QoVoice up to 
10Gbps, 925-3550 - VoLTE, Security: 925-3100 ADVNET, 925-3148 ADVNET-DHCPSERCER, 925-3606 
DDoSv2-Base, 925-3601 SUBSCRIPTION-VULNERABILITIES, 925-3603 VULNERABILITIES-MALWARE-T. 
Also includes support for ADVNET-DHCP, Impairment and Analyzer 

925-3336 

IxLoad PLUS-2012, Software Bundle, Layer 4-7 Performance Test Application; Enables support for HTTP, 
HTTPS, FTP, Telnet, DNS, DHCP and LDAP emulations. Also includes support for ADVNET-DHCP, Impairment 
and Analyzer. 

925-3337 

IxLoad Data-ADV-2012, Software Bundle, Layer 4-7 Performance Test Application; Advanced data package 
enables: 925-3336 IxLoad PLUS-2012, -- 925-3103 IxLoad-MAIL, -- 925-3112 IxLoad-SSH, -- 925-3113 IxLoad-
RADIUS, -- 925-3138 IxLoad-TFTP, -- 925-3142 IxLoad-Application-Replay, -- 925-3153 IxLoad-Stateless-Peer; 
Also includes ADVNET-DHCP, Impairment and Analyzer support. 

925-3338 

IxLoad-Video-IPTV-2012, Software Bundle, Layer 4-7 Performance Test Application; It includes: 925-3188 
VIDEO-IPTV-EMUL ,--925-3104 IxLoad Stream (RTSP),-- 925-3189 VIDEO-IPTV-VQ,-- 925-3111 IxLOAD 
VIDEO AVC ,--925-3139 IxLOAD Video Monitoring ,--932-0101 Analyzer Server, Base Software, Chassis 
Component, Packet Capture, View and Analysis,--932-0102 Analyzer, Client, Base Software, Media player tools, 
Node-Locked License; Also includes AVDNET-DHCP and Impairment 

925-3339 

IxLoad-Video-OTT-2012, Software Bundle, Layer 4-7 Performance Test Application; It includes: 925-3156 IxLoad 
Adobe Flash Client ,-- 925-3161 IxLoad Apple HLS Client,-- 925-3162 IxLoad Microsoft Silverlight Client ,--925-
3179 IxLoad Adobe HDS Client,-- 925-3193 IxLoad TCP VQ (10Gbps) ,-- 932-0101 Analyzer Server, Base 
Software, Chassis Component, Packet Capture, View and Analysis ,-- 932-0102 Analyzer, Client, Base Software, 
Media player tools, Node-Locked License; Also includes AVDNET-DHCP and Impairment 

925-3340 

IxLoad Voice-2012, Software Bundle, Layer 4-7 Performance Test Application; Enables SIP and RTP protocols 
for SIP UE and Proxy emulation and audio traffic. It includes Advanced VoIP SIP & RTP, Audio Codecs, Quality 
of Voice analysis capability for up to 10Gbps audio traffic, and Bulk SIP & MGCP. Also includes support for 
ADVNET-DHCP, Impairment and Analyzer. 
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925-3341 

IxLoad Voice-ADV-2012, Software Bundle, Layer 4-7 Performance Test Application; Enables VoIP protocols; 
includes: -- 925-3502 - Advanced SIP, -- 925-3503 - Skinny, -- 925-3504 - H.323, -- 925-3505 - H.248, -- 925-
3506 - Advanced MGCP, -- 925-3511 - RTP Audio with Quality of Voice analysis capability for up to 10Gbps 
audio traffic, -- 925-3521 - Audio Codecs -- 925-3522 - T.38 (Fax over IP) -- 925-3524 - MSRP -- 925-3526 - 
Video Codec with Quality of Video analysis capability for up to 10Gbps video traffic, -- 925-3550 - VoLTE, -- 925-
3106 Bulk SIP & MGCP. -- Also includes support for ADVNET-DHCP, Impairment and Analyzer. 

925-3342 

IxLoad Voice over LTE-2012, Software Bundle, Layer 4-7 Performance Test Application; Enables VoIP protocols 
for VoLTE testing. It includes: -- 925-3502 - Advanced SIP, -- 925-3511 - RTP Audio with Quality of Voice 
analysis capability for up to 10Gbps audio traffic, -- 925-3521 - Audio Codecs -- 925-3526 - Video Codec with 
Quality of Video analysis capability for up to 10Gbps video traffic, -- 925-3550 - VoLTE. -- Also includes support 
for ADVNET-DHCP, Impairment and Analyzer. 

925-3344 

IxLoad-ATTACK-2012 Software Bundle, Layer 4-7 Performance Test Application; It includes: ADVNET-DHCP, 
925-3601 IXLOAD, SUBSCRIPTION-VULNERABILITIES 925-3602 IXLOAD, VULNERABILITIES-MALWARE-K 
925-3603 IXLOAD, VULNERABILITIES-MALWARE-T 925-3606 IXLOAD, DDoSv2-BASE 925-3607 IXLOAD, 
PVM-BASELINE-TRAFFIC 932-0101 Analyzer Server, Base Software, Chassis Component, Packet Capture, 
View and Analysis 932-0102 Analyzer, Client, Base Software, Media player tools, Node-Locked License 

925-3345 

IxLoad-VPN-2012, Software Bundle, Layer 4-7 Performance Test Application; It includes: HTTP and FTP traffic, 
plus: 925-3100 IxLOAD-ADVNET, Advanced Networking Features (DHCP for IP address acquisition, PPP, L2TP 
and IPsec) 925-3410 IXLOAD, IPsec QuickTests 925-3153 IXLOAD, STATELESS PEER 932-0101 Analyzer 
Server, Base Software, Chassis Component, Packet Capture, View and Analysis 932-0102 Analyzer, Client, Base 
Software, Media player tools, Node-Locked License 

925-3346 

IxLoad-ADVNET-ACCESS-2012, Software Bundle, Layer 4-7 Performance Test Application; It includes: 925-3100 
IxLOAD-ADVNET, Advanced Networking Features (DHCP for IP address acquisition, PPP, L2TP and IPsec) 925-
3148 IXLOAD, ADVNET-DHCPSERVER 925-3149 IXLOAD, ADVNET-8021X 925-3150 IXLOAD, ADVNET-NAC 
925-3151 IXLOAD, ADVNET-WEBAUTH 932-0101 Analyzer Server, Base Software, Chassis Component, Packet 
Capture, View and Analysis 932-0102 Analyzer, Client, Base Software, Media player tools, Node-Locked License. 

925-3347 

IXLOAD-IPv6-TRAN-2012, Software Bundle, Layer 4-7 Performance Test Application; It includes: ADVNET-
DHCP, 925-3148 IXLOAD, ADVNET-DHCPSERVER 925-3163 IXLOAD-ADVNET-6RD 925-3164 IXLOAD-
ADVNET-DSLITE 925-3195 IXLOAD-PORT-CONTROL-PROTOCOL 932-0101 Analyzer Server, Base Software, 
Chassis Component, Packet Capture, View and Analysis 932-0102 Analyzer, Client, Base Software, Media player 
tools, Node-Locked License 

925-3343 

IxLoad Storage-2012, Software Bundle, Layer 4-7 Performance Test Application; It enables support for: 925-3172 
IxLoad iSCSI,-- 925-3140 IxLoad CIFSv1,-- 925-3181 IxLoad CIFSv2,-- 925-3182 IxLoad NFSv3-925-3650 
IxLoad NFSv4; Also includes Impairment, ADVNET-DHCP and Analyzer support. 
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Appliance IxLoad Bundles 

925-5355 

IxLoad CPD Multi Play-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; Data-
Video-Voice-Security package includes: Data: 925-5003 IxLoad CPD HTTP-Basic, FTP 925-5200 CPD U1, 925-
5201 CPD U1-Basic, 925-5103 CPD MAIL, 925-5138 CPD TFTP, 925-5142 CPD Application-Replay, 925-5165 
CPD Database, Voice: 925-5502 - CPD Advanced SIP, 925-5504 - CPD H.323, 925-5501 - CPD RTP Audio, 925-
5521 - CPD Audio Codecs, Video: 925-5104 CPD STREAM, 925-5192 CPD Video with video quality metrics for 
up to 10Gbps, 925-5111 CPD Video-Advanced Video Codec, 925-5156 CPD Flash Client, 925-5161 CPD Apple 
HLS Client, 925-5162 CPD Microsoft Silverlight Client, 925-5179 CPD Adobe HDS Client, 925-5193 CPD Video 
Quality Analysis for up to 10Gbps of TCP OTT Video, Security: 925-5116 CPD ADVNET-IPsec, 925-5148 CPD 
ADVNET-DHCPSERCER, Also includes support for ADVNET-DHCP, Impairment and Analyzer 

925-5001 

IXLOAD CPD Base Software, L4-7 Performance Test Application for the appliance; Supports HTTP, HTTPS and 
FTP; Free Media Kit available if ordered separately with adjoining software purchase 

925-5336 

IxLoad CPD-PLUS-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; Enables 
support for HTTP, HTTPS, FTP and DNS emulations; Also includes ADVNET-DHCP and Analyzer support. 

925-5337 

IxLoad CPD-Data-ADV-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; 
Advanced data package enables: 925-5336 IxLoad CPD-PLUS-2012, -- 925-5103 IxLoad CPD-MAIL, -- 925-5138 
IxLoad CPD-TFTP, -- 925-5142 IxLoad CPD-Application-Replay (TCP Replay), -- 925-5165 IxLoad CPD-
Database; Also includes ADVNET-DHCP and Analyzer support. 

925-5338 

IxLoad-CPD-Video-IPTV-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; It 
includes: 925-5115 IXLOAD-ADVNET-DHCP,-- 925-5188 IXLOAD CPD VIDEO-EMUL ,--925-5104 IXLOAD CPD 
STREAM,-- 925-5189 IXLOAD CPD VIDEO-QoV,-- 925-5111 IxLOAD CPD VIDEO AVC ,--932-0101 Analyzer 
Server, Base Software, Chassis Component, Packet Capture, View and Analysis 932-0102 Analyzer, Client, Base 
Software, Media player tools, Node-Locked License 

925-5339 

IxLoad-CPD-Video-OTT-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; It 
includes: 925-5115 IXLOAD-ADVNET-DHCP,-- 925-5156 IxLoad CPD Adobe Flash Client ,--925-5161 IxLoad 
CPD Apple HLS Client,-- 925-5162 IxLoad CPD Microsoft Silverlight Client ,--925-5179 IxLoad CPD Adobe HDS 
Client ,--925-5193 IxLoad CPD TCP VQ (10Gbps) ,--932-0101 Analyzer Server, Base Software, Chassis 
Component, Packet Capture, View and Analysis,-- 932-0102 Analyzer, Client, Base Software, Media player tools, 
Node-Locked License 

925-5340 

IxLoad CPD-Voice-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; Enables 
SIP and H.323 endpoint emulation, MGCP media gateway and media gateway controller emulation, and the audio 
traffic. It includes: , -- 925-5502 IxLoad CPD SIP, -- 925-5501 IxLoad CPD RTP Audio, -- 925-5504 IxLoad CPD 
H.323, -- 925-5506 IxLoad CPD MGCP, -- 925-5521 IxLoad CPD Audio Codecs. -- Also includes support for 
ADVNET-DHCP and Analyzer. 
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925-5343 

IxLoad CPD-Storage-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; It 
enables support for: 925-5172 IxLoad CPD-iSCSI,-- 925-5140 IxLoad CPD-CIFSv1,-- 925-5181 IxLoad CPD-
CIFSv2,-- 925-5182 IxLoad CPD-NFSv3,-- 925-650 IxLoad CPD-NFSv4,-925-5651 IxLoad CPD-DCBx; Also 
includes ADVNET-DHCP and Analyzer support. 

925-5344 

IxLoad CPD-ATTACK-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; It 
includes: 925-5115 IXLOAD-ADVNET-DHCP 925-5601 CPD-SUBSCRIPTION-PVM 925-5602 CPD-VULN-AND-
MALWARE-K 925-5603 CPD-VULN-AND-MALWARE-T 925-5607 CPD-PVM-BASELINE-TRAFFIC 932-0101 
Analyzer Server, Base Software, Chassis Component, Packet Capture, View and Analysis 932-0102 Analyzer, 
Client, Base Software, Media player tools, Node-Locked License 

925-5345 

IxLoad-CPD-VPN-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; It includes: 
925-5115 IXLOAD-ADVNET-DHCP 925-5116 IXLOAD-ADVNET-Ipsec, IPsec license 925-5160 IXLOAD, CPD-
IPSEC SUITE-B, Optional Software, Advanced IPsec Protocol Features 925-5410 IXLOAD, CPD-IPSEC-
QUICKTEST, Optional Software , Layer 4-7 Performance Test Application 925-5153 IXLOAD, CPD Stateless-
Peer, Opt. SW, Stateless UDP generation for the appliance 925-5003 IXLOAD, CPD HTTP-Basic, FTP 932-0101 
Analyzer Server, Base Software, Chassis Component, Packet Capture, View and Analysis 932-0102 Analyzer, 
Client, Base Software, Media player tools, Node-Locked License 

925-5347 

IXLOAD-CPD-IPv6-TRAN-2012, Software Bundle, Layer 4-7 Performance Test Application for the Appliance; It 
includes: 925-5115 IXLOAD CPD ADVNET-DHCP 925-5148 IxLoad CPD DHCPSERVER 925-5163 IxLoad CPD 
6RD, 925-5164 IxLoad CPD DSLITE, 932-0101 Analyzer Server, Base Software, Chassis Component, Packet 
Capture, View and Analysis 932-0102 Analyzer, Client, Base Software, Media player tools, Node-Locked License 

PerfectStorm IxLoad Bundles 

925-3356 

IxLoad PerfectStorm Data Software Bundle, Layer 4-7 Performance Test Application; Advanced data package 
includes: 925-3052 HTTP, SSL and FTP 925-3656 TCP 925-3103 IxLoad-MAIL 925-3056 DNS 925-3057 Telnet 
925-3138 IxLoad-TFTP 925-3142 IxLoad-Application-Replay 925-3153 IxLoad-Stateless-Peer 925-3054 
ADVNET-DHCP 932-0101 and 932-0102 Analyzer support 

925-3357 

IxLoad PerfectStorm TriplePlay Software Bundle,Layer 4-7 Performance Test Application;INCLUDES: Data: 925-
3052 HTTP, SSL and FTP, --925-3656 TCP, --925-3103 MAIL, --925-3138 TFTP, --925-3142 App-Replay, --925-
3153 Stateless-Peer, --925-3056 DNS; Video: 925-3104 STREAM, --925-3188/-3189 Video & QoVideo, --925-
3111 Advanced Video Codec, --925-3156 Flash Client, --925-3161 Apple HLS Client, --925-3162 MS Silverlight 
Client, --925-3179 Adobe HDS Client, --925-3193 TCP OTT QoVideo up to 10Gbps; Voice: 925-3502 - Advanced 
SIP, --925-3510/-3512 - RTP Audio & QoVoice up to 10Gbps, --925-3521 - Audio Codecs, --925-3527/-3528 - 
Video Codec & QoVoice up to 10Gbps; Access Network: 925-3100 ADVNET (DHCP, Ipsec, PPP and L2TP), --
925-3148 ADVNET-DHCPSERVER; Analyzer - 932-0101/-0102 & -0104. 
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PerfectStorm ONE IxLoad Bundles 

925-6111 

IxLoad PerfectStorm ONE Data, Software Bundle, Layer 4-7 Performance Test Application; includes: 925-6101 
IxLoad PerfectStorm ONE BASIC (HTTP, HTTPS, DNS, ADVNET-DHCP, Stateless Peer), FTP, DHCP, IMAP, 
POP3, SMTP, TFTP, App-Replay, TCPsession, HTTP Quick Test, RFC 3511 Quick Test 

925-6112 

IxLoad PerfectStorm ONE VIDEO, Software Bundle, Layer 4-7 Performance Test Application; includes: RTSP, 
IPTV, Video-ADVANCED; FLASH, APPLE HLS, Silverlight, Adobe HDS, MPEG-DASH; 925-3189 Video Quality 
VQMON engine for up to 10Gbps; 925-3193 TCP VQ – Video quality for TCP video traffic for up to 10 Gbps 

925-6113 

IxLoad PerfectStorm ONE VOICE, Software Bundle, Layer 4-7 Performance Test Application; includes: Advanced 
SIP: SIP endpoint, Proxy and Cloud emulation; TLS, SRTP; Audio, Video Conference, Telepresence, MSRP; 925-
3528 Voice Quality engine for up to 10Gbps; 925-3512 Video Quality engine for up to 10Gbps conversational 
video traffic 

925-6114 

IxLoad PerfectStorm ONE AUTH, Optional Software, Layer 4-7 Performance Test Application; includes: 
ADVNET-802.1X, ADVNET-NAC, ADVNET-WEBAUTH; Requires PS1_BASIC (925-6101), sold separately, at 
time of purchase 

925-6115 

IxLoad PerfectStorm ONE VPN/ACCESS, Software Bundle, Layer 4-7 Performance Test Application; includes: 
925-6101 IxLoad PerfectStorm ONE BASIC (HTTP, HTTPS, DNS, ADVNET-DHCP, Stateless Peer); IPsec, IPsec 
SUITES B, IPsec Quick Tests, PPP, L2TP, L2TP/IPsec; IPv6 Transitioning: SLAAC, 6rd, DSLite; ADVNET: 
DHCP, DHCPv6 (client & server), RADIUS 

925-6116 

IxLoad PerfectStorm ONE STORAGE, Optional Software, Layer 4-7 Performance Test Application; includes: 
NFSv3, NFSv4, NFSv41, SMBv3, CIFS, CIFSv2; iSCSI and iSCSI Quick Test 

925-6321 

IxLoad, PerfectStorm ONE Multiplay, Software Bundle, Layer 4-7 Performance Test Application; Data, Voice, 
Video, Access, VPN and Storage bundle for PerfectStorm ONE appliances; includes: 925-6111 IxLoad 
PerfectStorm ONE DATA, 925-6112 IxLoad PerfectStorm ONE VIDEO, 925-6113 IxLoad PerfectStorm ONE 
VOICE, 925-6114 IxLoad PerfectStorm ONE AUTH, 925-6115 IxLoad PerfectStorm ONE VPN/ACCESS, 925-
6116 IxLoad PerfectStorm ONE STORAGE 
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